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1. Deployment Planning
1.1 Pre-Deployment Checklist
1. ☐ All items tested in lower environment
1. ☐ Deployment window approved and communicated
1. ☐ Rollback plan documented and tested
1. ☐ Stakeholders notified of deployment
1. ☐ Support team on standby
1. ☐ Monitoring dashboards ready
1. ☐ Emergency contacts available
1.2 Change Documentation
	Section
	Content

	Summary
	Brief description of changes

	Items Changed
	List of notebooks, reports, pipelines

	Impact
	Systems and users affected

	Dependencies
	External systems, data sources

	Rollback Steps
	How to revert if issues occur

	Validation
	Tests to confirm success



1.3 Deployment Windows
1. Production: Weekdays 6-8 PM or weekends
1. Avoid: Month-end, quarter-end, peak hours
1. Emergency: Any time with proper approval
1. Maintenance: Coordinate with IT calendar


2. Deployment Execution
2.1 Step-by-Step Process
1. 1. Verify deployment window is active
1. 2. Create deployment log entry
1. 3. Take baseline metrics snapshot
1. 4. Execute deployment via pipeline/manual
1. 5. Monitor deployment progress
1. 6. Run smoke tests immediately
1. 7. Validate critical functionality
1. 8. Close deployment log with status
2.2 Deployment Order
	Order
	Item Type
	Reason

	1
	Data connections
	Foundation for all items

	2
	Lakehouse tables
	Data layer before transforms

	3
	Notebooks/Pipelines
	ETL before consumption

	4
	Semantic models
	Before reports

	5
	Reports/Dashboards
	Last, depends on model



2.3 Parallel vs Sequential
1. Sequential: Items with dependencies
1. Parallel: Independent items (faster)
1. Hybrid: Group independent items together


3. Validation
3.1 Smoke Tests
1. Report loads without error
1. Semantic model connects to data
1. Key visuals display data
1. Filters and slicers work
1. Critical measures calculate correctly
3.2 Data Validation
1. Row counts match expected
1. Key metrics match source/prior
1. Date ranges are correct
1. No unexpected nulls
1. Sample records spot-checked
3.3 Performance Validation
1. Report load time acceptable
1. Query response time normal
1. Pipeline duration as expected
1. No capacity throttling
3.4 Validation Checklist
1. ☐ All deployed items accessible
1. ☐ Data refreshed successfully
1. ☐ Reports render correctly
1. ☐ Security (RLS) working
1. ☐ Performance acceptable
1. ☐ No error alerts triggered


4. Common Issues & Solutions
4.1 Deployment Failures
	Issue
	Solution

	Connection failure
	Verify credentials, check firewall rules

	Permission denied
	Check workspace role, service principal

	Item conflict
	Resolve in Git, redeploy

	Timeout
	Increase timeout, split deployment

	Capacity limit
	Wait for capacity, scale up



4.2 Post-Deployment Issues
	Issue
	Solution

	Data mismatch
	Check data source rules, refresh data

	Report errors
	Check semantic model refresh, DAX errors

	Slow performance
	Check V-Order, optimize queries

	Missing items
	Verify Git sync, check deployment log





5. Documentation
5.1 Deployment Log
1. Date and time of deployment
1. Deployer name and role
1. Items deployed (list)
1. Source and target environments
1. Validation results
1. Issues encountered and resolutions
1. Final status (Success/Rollback)
5.2 Release Notes Template
1. Version number and date
1. New features added
1. Bug fixes
1. Known issues
1. Breaking changes
1. Upgrade instructions
5.3 Runbook Updates
1. Update operational runbooks
1. Document new troubleshooting steps
1. Update monitoring thresholds
1. Train support team on changes


6. Best Practices Summary
6.1 Do's
1. Always deploy through pipeline (not manual)
1. Test in lower environment first
1. Have rollback plan ready
1. Monitor during and after deployment
1. Communicate with stakeholders
1. Document everything
6.2 Don'ts
1. Skip environments (Dev → Prod directly)
1. Deploy during peak business hours
1. Deploy without approval
1. Ignore validation failures
1. Make manual changes to production
1. Deploy multiple major changes together
6.3 Emergency Procedures
1. Assess severity and impact immediately
1. Communicate to incident manager
1. Decide: fix forward or rollback
1. Execute rollback if needed
1. Post-incident review required
1. Document lessons learned
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